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Overview
Carrier is aware of vulnerabilities impacting LenelS2 NetBox™.

NetBox™ is a full-featured, browser-based access control and event monitoring system.

Successful exploitation of these vulnerabilities could allow an attacker to bypass authentication and execute malicious commands with elevated permissions.

Affected Products

<table>
<thead>
<tr>
<th>Product</th>
<th>Version</th>
</tr>
</thead>
<tbody>
<tr>
<td>LenelS2 NetBox™</td>
<td>All versions prior to 5.6.2</td>
</tr>
</tbody>
</table>

Vulnerability Details

<table>
<thead>
<tr>
<th>CVE ID</th>
<th>CVSS v3.1</th>
<th>Severity</th>
<th>CVSS v4.0</th>
<th>Severity</th>
</tr>
</thead>
<tbody>
<tr>
<td>CVE-2024-2420</td>
<td>Base Score 9.8</td>
<td>Critical</td>
<td>Base Score 8.8</td>
<td>High</td>
</tr>
<tr>
<td>CVE-2024-2421</td>
<td>Base Score 9.1</td>
<td>Critical</td>
<td>Base Score 9.3</td>
<td>Critical</td>
</tr>
<tr>
<td>CVE-2024-2422</td>
<td>Base Score 8.6</td>
<td>High</td>
<td>Base Score 9.3</td>
<td>Critical</td>
</tr>
</tbody>
</table>

CVE ID: CVE-2024-2420

CVSS v4.0 Base Score 8.8 High AV:N/AC:L/AT:N/PR:N/UI:N/VC:H/VI:L/VA:L/SC:N/SI:N/SA:N

CWE-259 Use of Hard-Coded Password vulnerability exists which could allow an attacker to bypass authentication requirements.
CVE ID: **CVE-2024-2421**


CWE-78 *Improper Neutralization of Special Elements Used In An OS Command* unauthenticated remote code execution exists which could allow an attacker to execute malicious commands with elevated permissions.

CVE ID: **CVE-2024-2422**

CVSS v3.1 Base Score 8.8 High CVSS:3.1/AV:N/AC:L/PR:L/UI:N/S:U/C:H/I:H/A:H

CWE-88 *Improper Neutralization of Argument Delimiters In A Command* (‘Argument Injection’) authenticated remote code execution exists which could allow an attacker to execute malicious commands.

**Remediation**

These vulnerabilities have been mitigated in NetBox™ release 5.6.2. It is strongly recommended that customers upgrade to NetBox™ release 5.6.2 by contacting their authorized installer.

**Mitigation**

Users should follow recommended deployment guidelines found in the NetBox hardening guide found in the NetBox built-in help menu.
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